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Initiated by Ohio Homeland Security (OHS) and launched January 1st, 
2016. 
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EPCS is a nationally unique system that provides state-issued 
documentation to eligible personnel of organizations aiding communities 
struck by disaster. 

Housed in Ohio Homeland Security’s Communication Information 
Management System (CIMS). 



The Emergency Partner Credentialing System (EPCS) was created in the 
hopes of benefiting our Ohio Public Private Partners (OP3).
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It is offered at no cost to the user, and the only requirement to utilize the 
system is that the agency/organization must be an OP3 member. 



Credentials are documentation linked to a specific person, giving them 
access to emergencies/disasters; whether that is to provide aid or 
perform job duties.
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The unique document number on the credential allows law 
enforcement to verify a person’s identity utilizing the Law Enforcement 
Automated Data System (LEADS). 



There are two types of EPCS credentials, Emergency Specific and Multi-
Emergency.
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The idea is that as emergencies happen, specific personnel can be 
credentialed to respond accordingly. However, if an organization’s staff 
is small in numbers or if the job duties require personnel to enter into 
multiple counties/events, a Multi-Emergency Credential may be 
appropriate.

The major difference is that one gives the personnel access to only one 
specific emergency, whereas the other gives the personnel access to 
any emergency in the state. 



Emergency Specific Credentials are available for assignment after an 
emergency has been declared and posted. 
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This credential expires after 7 days. 

They give an organization’s personnel access to the specific posted 
emergency only.



Multi-Emergency Credentials must be credentialed in advance due to 
the timing of the approval process.
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This credential expires after 6 months. 

This credential gives personnel access to any emergency across the 
state. Therefore it requires a longer vetting procedure. 



The Emergency Specific Credentials can be issued to personnel directly 
by the organization’s local administrators.
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Each agency can have 1 primary administrator and 5 secondary 
administrators. Local administrators are assigned these positions on 
CIMS.

The Multi-Emergency Credentials can be requested by the 
organization’s local administrators and be approved by OHS.



The Communication & Information Management System (CIMS) is Ohio 
Homeland Security’s password-protected and secure information 
dissemination tool.
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CIMS allows agencies to be in-the-know when it comes to information 
in Ohio. The information an agency sees depends on the sector the 
agency belongs to on CIMS. 

EPCS is hosted as a portal in CIMS, therefore local administrators are 
required to have an active CIMS account to issue credentials.



When an emergency is issued, the Director of Ohio Homeland Security 
will be notified.

U N C L A S S I F I E D / / F O R  O F F I C I A L  U S E  O N L Y

Once an active emergency is posted to EPCS, local administrators are 
notified by email. At this point they can log into their CIMS account and 
begin assigning Emergency Specific Credentials.

At this point, the Director of Ohio Homeland Security will request that 
the emergency be posted to EPCS.



Once a credential has been assigned, your personnel will receive an 
email containing an Adobe PDF file of the credential. 
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The personnel will also receive a notification via text message that 
they have been assigned an active credential and reminds them to 
check their email.

Personnel can choose to print a hard copy or save as an image 
on their mobile device.



Emergency Specific Credential
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Multi-Emergency Credential
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Credentials can be used by eligible personnel for work related travel 
during a winter weather emergency. They are to be limited to those 
whose functions are vital to business operations.
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1. Healthcare
2. Water/Wastewater
3. Energy

4. Transportation
5. Chemical
6. Communication

This feature is only offered to OP3 agencies that belong to one of the 
following six vital sectors:

Emergency Specific or Multi-Emergency credentials are eligible for use 
during a snow emergency.



• The Personnel Homepage.
• Personnel can be added one at a time 

or by bulk upload.
• It will show all active personnel and if 

they have any credentials assigned.
• Editing and deactivating personnel 

can be done by clicking the pencil 
icon.
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• On the Personnel Homepage, 
the “Active Credential(s)” 
column depicts how many 
active credentials each 
personnel has. 

• Selecting the number will 
take local administrators to a 
page that allows them to 
view personnel information, 
active credentials, and email 
each credential to the 
personnel.
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• This page shows all active 
credentials for a personnel, and 
gives the local administrators 
three options: 

1) Details – Allows local administrators to 
check the information displayed on the 
credential. The ability to deactivate the 
credential is also displayed here

2) View – Allows local administrators to 
look at and save a copy of a personnel’s 
credential for future use

3) Email- Allows local administrators to 
manually re-send the email containing 
the credential to the personnel to which 
the credential is assigned
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1 2 3



• Individual
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• Bulk Upload



• If an individual terminates 
employment, it is the local 
administrators responsibility to 
remove them from the system.

• Do this by simply selecting 
“Deactivate This Personnel.” 
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• Select “Credential(s)” 
for the emergency you 
would like to send 
personnel.
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• After selecting 
“Credential(s)” it will open 
this page.

• Select the appropriate 
personnel from the drop 
down menu and click 
“Assign Credential.” 

• Personnel with active Multi-
Emergency Credentials will 
not appear in this drop 
down menu
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• The Multi-Emergency 
Credentials homepage. 

• Select “Assign 
Credential.”

• For reference, all MEC’s 
assigned to your 
personnel, including 
inactive credentials, 
will show here. 
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• Select the personnel to credential 
from the drop down box. 

• Provide a justification for the need 
of this credential. 
o This could be that they are essential to the 

operation of your agency and in the event of a 
snow emergency needs to report to work.

o Or they are the outreach coordinator and 
would be reporting to any emergency event in 
the state on behalf of your agency.

U N C L A S S I F I E D / / F O R  O F F I C I A L  U S E  O N L Y



U N C L A S S I F I E D / / F O R  O F F I C I A L  U S E  O N L Y


	Emergency Partner Credentialing System
	What is the Emergency Partner �Credentialing System (EPCS)?
	Who Can Use It?	
	What are Credentials?
	Types of Credentials
	Emergency Specific Credentials
	Multi-Emergency Credentials
	Who Credentials the Personnel?
	What is CIMS?
	How are Emergencies Posted �and communicated?	
	How do your Personnel �Receive  Credentials?
	What do the Credentials Look Like?
	Slide Number 13
	What About Snow Emergencies?	
	What does EPCS Look Like?
	SELECTING Active credential(s)
	SELECTING Active credential(s)
	How to Add Personnel to EPCS
	How to Delete Personnel
	How to Assign an �Emergency Specific Credential
	Slide Number 21
	Slide Number 22
	Slide Number 23
	Questions?

